Universal API Configuration

A configuration of universal REST and Comet API is set in the file smar t Web. j son in the following manner:

{
"application": {
"comet Api " {
"enabl ed": "true", /* global perm ssion or prohibition of the Conmet APl interface, predefined value
is true */
"accessFilter": {
"al | onedD2RpcEvent Nanes": ["*"], /* list of allowed events, predefined val ue
is "* o/

"al | onedD2RpcMet hodNares": ["*"], /* list of allowed RPC nethods, predefined
value is "*" */

"al | onedD20bj ect Nanes": ["*"] /*list of accessible objects, predefined val ue
is "x" o/
}
b
"restApi": {
"enabl ed": "true", /* global permssion or prohibition of the REST APl interface, predefined value
is true */
"accessFilter": {
"al | onedD2RpcEvent Nanmes": ["*"], /* list of allowed events, predefined value
is "x" o/

"al | onedD2RpcMet hodNanes": ["*"], /* list of allowed RPC nethods, predefined
value is "*" */

"al | onedD20bj ect Nanes": ["*"] /* list of accessible objects, predefined val ue
is "x" o]

b

If we do not define this part of the configuration, both interfaces with calls of all RPC methods and acquisition of all objects values (current and historical
values) are standardly allowed. In a configuration, it is possible to completely prohibit individual API by attributes enabl ed. The content of configuration
objects conet Api and r est Api is the object accessFi | t er, which defines the allowed names of objects, events and their RPC methods. It is possible
to define the allowed names also generally by standard wildcart characters used while browsing files (for example " *" for an arbitrary number of
characters, "?" for one arbitrary character).


https://en.wikipedia.org/wiki/Glob_(programming)
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